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1. Overall Description:
SA3 thanks SA2 for their LS on security handling for EPC-5GC interworking. SA3 is still in the process of defining specifications for security of EPC-5GC interworking. Following answers assumes a legacy MME.
1. Does SA3 assume support for 5G to 4G and/or 4G to 5G security context mapping during Idle and connected mode mobility between EPC and 5GC?
Yes. SA3 has agreed to support use of mapped security context for interworking between 4G and 5G for both idle mode and connected mode mobility scenarios. 
2. Does SA3 see the need for supporting reuse of a native security context (if available) in case the UE returns to EPC and/or 5GC, respectively?
SA3 sees no need for reuse of a native security context in case the UE returns to EPC.
In scenarios where the UE returns to 5GC, SA3 believes that reuse of an existing native 5G security context is beneficial.
3. For the case that the UE performs a mobility registration update in 5GC after being connected to EPC: how is the AMF expected to verify the integrity of the registration request?
SA3 assumes that if a native 5G security context is available at the UE, it is used to protect the mobility registration message. For the scenario where a native 5G security context is not available at the UE, SA3 is still discussing the solution.
SA3 would also like to inform SA2 that there needs to be a mechanism by which the source MME is able to authenticate the UE, and it is SA3’s assumption that an integrity-protected TAU Request (using EPS security context) is included in the Registration Request message, and forwarded to the MME by the AMF.
4. For the case that the UE performs a TAU in EPC after being connected to 5GC: how is the MME expected to verify the integrity of the TAU request?
Security for Idle mode mobility from 5G to 4G is modelled upon security for Idle Mode mobility between two MMEs, where the integrity verification is always performed by the source MME. In the case of 5G to 4G, therefore, integrity verification is always performed by the source AMF and not the target MME.The AMF receives the complete TAU Request in the Context Request message and verifies it.
2. Actions:

To [SA2] group.

ACTION: 
SA3 kindly asks SA2 to take the proposed reply into consideration.
3. Date of Next TSG-SA WG3 Meetings:

SA3#90
22-26 January 2018

Gothenburg, Sweden

SA3#90AH
26 February - 2 March 2018
San Diego (US)
